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Abstract of the contribution: This contribution proposes conclusions and some updates to the evaluation for KI#8.
Discussion
Conclusions on KI#8 contains the following Editor´s Note:

 Editor's note:
How to correlate NWDAF request for input data, if the request contains the SUPI and internal Application Id, and the input data provided by the UE application to the MNO AF uses the UE IP address/prefix and the external Application Id is FFS and defined by SA WG2.
Correlating the external Application Id and the internal Application Id
The proposal is to conclude on the method describe in solution#27 that says that the MNO AF stores both the internal and external Application Id. This is also provided as part of the NF profile to NRF for discovery of the MNO AF that supports communication with a UE Application. The MNO AF is configured with both external and internal Application Id.
If the AF is outside the MNO domain, the AF supports the external Application Id and then the mapping from the internal to the external Application Id is performed by NEF.

Correlating the UE IP address/prefix to a SUPI
The proposal is to conclude on the method describe in solution#27 that says that the MNO AF retrieves from UDM the UE context data, that includes the SMF allocated for a PDU session and the retrieve the UE IP address/prefix allocated for a PDU session from the SMF using existing EventExposure in the SMF.

Other aspects – Providing applied WLAN SP rules or applied URSP rules to NWDAF (Solution#63 and solution#28)
Solution#28 proposes that NWDAF validates if a URSP rule is enforced properly, and provide the example that if if an URSP rule is never used for a certain UEs, then it might be due to the Traffic Descriptor is misconfigured and MNO, OTT, UE vendor may collaborate to fix it. However, there is no description on how the PCF knows that this happened or if the UE did not enforce it because the UE did not use this Application or because the UE applied precedences then enforced another URSP rule, and still okay.

Solution#63 proposes to send the list of Applied WLAN SP rules to the NWDAF, while the Analytics are provided per SSID and then the PCF may adjust the selection criteria attributes (e.g. MaximumBSSLoad, MinimumBackhaulThreshold) or, location and time validity conditions. It seems that the applied WLAN SP rules are not needed and the solution can be simplified as well.
Proposal
The following updates are proposed as stated below.
* * * * First change * * * *

8.8
Key Issue #8: UE data as an input for analytics generation

The followings are agreed as interim conclusion for Key Issue #8.

For UE data reporting procedure:

-
The user plane based solution is agreed for UE data collection. NWDAF interacts with an AF in the MNO domain or an AF external to MNO domain to collect UE data as an input for analytics generation. The data provided by the MNO AF or external AF to NWDAF is based on collected data from UE over user plane.

-
The UE Application is configured with the address of the AF to contact. The UE Application may be configured to contact an AF in MNO domain (i.e. a trusted AF) or an AF external to the MNO domain (i.e. an untrusted AF). How the new UE data is collected by the AF may be developed by SA WG4 and feedback from SA WG4 will be considered if there is any SA WG2 work to be done.

-
The NWDAF to (MNO) AF interface based on Naf_EventExposure is reused and should be extended if new input data from the UE based on user plane data collection as above is needed.

NOTE 1:
For existing input data/ parameters supported for Naf_EventExposure, NWDAF contacts a trusted AF (directly) or untrusted AF (via NEF) as defined in Rel-16.

-
The user plane based solution can be applied to collect input data for both 3GPP defined services and non-3GPP defined services.
-  The AF in the MNO domain stores both the internal Application Id (or any relevant Event ID) and external Application Id and provides it to NRF as part of the NF profile. The NWDAF discovers the AF that can retrieve UE Application input data via NRF, or local configuration. The AF in the MNO domain correlates the external Application Id provided by the UE and the internal Application Id (or any relevant Event ID) provided by the NWDAF.
- 
For AF external to MNO domain, the above mapping between internal Application Id (or any relevant Event ID) and external Application Id happens via NEF.
-
If a SUPI is provided as the target of analytics reporting, the AF in the MNO domain retrieves from UDM the UE context data, that includes the SMF allocated for a PDU session and then it retrieves the UE IP address/prefix allocated for a PDU session from the SMF using existing Event Exposure (and relevant Event IDs) in the SMF. The AF in the MNO domain correlates the UE IP address/prefix provided by the UE and SUPI provided by the NWDAF. The mapping of SUPI to UE IP address can be stored for future use. If there are multiple UE IP address/prefix allocated for a SUPI, then the MNO AF aggregates the input data provided per UE IP address/prefix then binds it to the SUPI and provides it to the MNO AF.
-
If the target of analytics reporting is any UE, AF in the MNO domain subscribes to NRF Discovery based on event filters provided on the area of interest (as list of TAIs) to find matching AMF instances. The SUPIs are retrieved from relevant AMF(s) based on the event filters and then the procedure to interact with SMF as before is followed per individual SUPI or list of SUPIs, collectively. 
-
For AF external to MNO domain the above mapping between SUPIs to UE IP addresses happens via NEF.

For UE data reporting parameters:

-
SA WG2 shall define the input data for Naf_EventExposure between NWDAF and (MNO) AF.

-
The input data from UE to (MNO) AF (including directly or indirectly i.e. via ASP server, data reporting) is out of SA WG2's scope.

-
(MNO) AF may perform anonymization, aggregation or normalization of the input data provided by the UE before providing this to NWDAF.

-
It is recommended to conclude the following input data for Naf_EventExposure in normative work.

-
Collective (UE Behaviour) Attribute per list of UE IDs which includes Route, Destination, Average Speed, Time Interval spent per location. The NF load analytics will be enhanced based on this input data and/ or other existing input data from MDT.

-
The Observed Service experience data collection that defined for Naf_EventExposure in Rel-16 will be extended.

NOTE 2:
Whether define new Event ID and Event Filter and how to extend the Rel-16 Event ID and Event Filter for Naf_EventExposure will be discussed in normative work.


Other aspects:

· New Analytics Id on WLAN Performance is defined in normative phase, Input data is collected from OAM and AF, i.e. no UE input data is needed.
· Reporting list of applied WLAN SP or URSP rules from the UE to the 5GC is not defined in Rel-17. 
* * * * End of changes * * * *
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